
MOTION TO RECOMMIT WITH INSTRUCTIONS 

llllllllllll moves to recommit the 

bill H.R. 2596 to the Select Committee on Intelligence 

(Permanent Select) with instructions to report the same 

back to the House forthwith, with the following amend-

ment: 

Page 29, after line 11, insert the following: 

SEC. 317. PROTECTING UNITED STATES PERSONS WHO 1

TRAVEL. 2

To maximize the security of United States civilian 3

aviation, the Director of National Intelligence shall iden-4

tify and share with all appropriate Federal departments 5

and agencies, including the Transportation Security Ad-6

ministration— 7

(1) all information on new and constantly 8

changing threats used by terrorists to evade airport 9

screening operations; and 10

(2) updated terrorist watch list information for 11

the purpose of properly vetting employees at com-12

mercial airports. 13
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SEC. 318. PROTECTING PRIVATE PERSONAL INFORMATION 1

FROM CYBER ATTACKS BY CHINA, RUSSIA, 2

AND OTHER STATE-SPONSORED COMPUTER 3

HACKERS. 4

The Director of National Intelligence, in coordination 5

with the heads of each element of the intelligence commu-6

nity, shall prioritize efforts and dedicate sufficient re-7

sources to uncover and to foil attempts to steal the private 8

personal information of United States persons, including 9

Social Security numbers, dates of birth, employment infor-10

mation, and health records, insofar as— 11

(1) up to 4,000,000 records of Federal employ-12

ees under the control of the Office of Personnel 13

Management were stolen; 14

(2) the information of 80,000,000 Americans 15

was compromised by the attacks on Anthem Health 16

Insurance and CareFirst BlueCross BlueShield; 17

(3) the health records of more than 29,000,000 18

Americans were compromised in data breaches be-19

tween 2010 and 2013; and 20

(4) the personnel records of millions of Federal 21

employees were compromised by a series of recently 22

discovered attacks against the Office of Personnel 23

Management, including records related to the back-24
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ground investigations of current, former, and pro-1

spective Federal employees. 2

◊ 
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 [Discussion Draft] 
 
 [Discussion Draft] 
  
  
 
  
  
 114th CONGRESS  1st Session 
 Motion to Recommit with Instructions 
  
 Offered by M_. ______ 
  
 
 
    
  ____________ moves to recommit the bill H.R. 2596 to the Select Committee on Intelligence (Permanent Select) with instructions to report the same back to the House forthwith, with the following amendment:  
  Page 29, after line 11, insert the following: 
  
  317. Protecting United States persons who travel To maximize the security of United States civilian aviation, the Director of National Intelligence shall identify and share with all appropriate Federal departments and agencies, including the Transportation Security Administration— 
  (1) all information on new and constantly changing threats used by terrorists to evade airport screening operations; and 
  (2) updated terrorist watch list information for the purpose of properly vetting employees at commercial airports. 
  318. Protecting private personal information from cyber attacks by China, Russia, and other state-sponsored computer hackers  The Director of National Intelligence, in coordination with the heads of each element of the intelligence community, shall prioritize efforts and dedicate sufficient resources to uncover and to foil attempts to steal the private personal information of United States persons, including Social Security numbers, dates of birth, employment information, and health records, insofar as— 
  (1) up to 4,000,000 records of Federal employees under the control of the Office of Personnel Management were stolen; 
  (2) the information of 80,000,000 Americans was compromised by the attacks on Anthem Health Insurance and CareFirst BlueCross BlueShield; 
  (3) the health records of more than 29,000,000 Americans were compromised in data breaches between 2010 and 2013; and 
  (4) the personnel records of millions of Federal employees were compromised by a series of recently discovered attacks against the Office of Personnel Management, including records related to the background investigations of current, former, and prospective Federal employees. 
 

